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AVM-2000 Security Spec Sheet

The AVM-2000's optional Security module allows you to set up Menu and Control Permissions for individual users, or
groups of users of the AVM-2000.

Each user will be assigned their own username and password for logging into AVM-2000.
Each user can be denied access to any Menu options in AVM-2000. For Example:

e Shut down a user’'s Menu options to deny access to the Global Configuration to prevent users from changing
numbering schemes, taxing rates, WO labor rates and much more.

e Shut down a user’'s Menu options to deny access to items on the Transactions menu, such as Customer
Deposits, Credit Memos, etc.

Each user can also be denied access to specific controls within any AVM-2000 module -- allowing Full, Partial or Read
Only access to any user. For example:

® You can deny access to ALL controls in the Inventory module and make it Read Only so that the user can
look at and review Inventory, but not allow them to make any changes or adjustments.

® You can allow a user Partial access to the Invoices module, by denying access to the Posting control. This
would allow only authorized users the access to Post Invoices.

® You can allow a users Full access to the Work Orders module by granting access to all of the Work Order
Controls.

This will give you great control and flexibility over Security functions and allow you to protect necessary AVM-2000 data.
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